
PALM BEACH GARDENS POLICE DEPARTMENT 

MOBILE DATA TERMINALS 

POLICY AND PROCEDURE 4.2.1.32 

Effective Date :  

11/16/12 

Accreditation Standards: 

CALEA 41.3.7 

CFA 34 

 

Review Date: 

06/01/2014 

  

 

1 of 2 

CONTENTS 

1. Approved Uses of the MDT System 

2. Procedures for the Use of MDTs 

3. Prohibited Acts 

 

PURPOSE: To establish policies and procedures related to the use of Mobile Data Terminals (MDTs) by 

members of the Palm Beach Gardens Police Department. 

 

SCOPE: This policy and procedure applies to all Department members. 

 

REVIEW RESPONSIBILITY: Administrative Support Bureau Major 

 

POLICY: It is the policy of the Palm Beach Gardens Police Department that use of MDTs is strictly limited to 

the official business of the Department.  Members utilizing this equipment do not have a reasonable expectation 

of privacy when using such equipment and all data within the MDTs is the property of the Palm Beach Gardens 

Police Department.  This equipment is provided for the mutual benefit of the user and the Department.  The 

Department has the right to monitor messages, inspect mail, review data or cache files, and inspect any software 

installed on the equipment.  Supervisors or administrators may conduct random inspections of the equipment, 

including messaging, for violations of this policy.  Any violation may result in disciplinary action. 

 

DISCUSSION:  Use of MDTs shall be consistent with the City’s Computer Network Policy. MDTs will be 

provided to Police Department member who have been trained in their use.  MDTs will be able to access 

databases such as FCIC, NCIC, CAD, and others. The MDTs will have messaging capability, and each officer 

will have an individual address and unique password.  

 

1. APPROVED USES OF THE MDT SYSTEM: 

a. Routine driver’s license, vehicle registration, and wanted persons/stolen property inquiries. 

b. Access to the CAD system for reviewing, acknowledging, responding to, and clearing calls. 

c. Routine work related messages and e-mail. 

 

2. PROCEDURES FOR USE OF MDTS: 

a. All members will log on to their MDT at the beginning of their shift using their own user ID and password. 

b. Operational use of the MDTs will be in accordance with the training provided to users. 

c. If an MDT is left unattended during a shift, the user must activate the “Black-Out” feature of the MDT and 

the vehicle in which the MDT is mounted must be secured anytime the operator is not present. 

d. All users must log off at the end of their shift. 

e. When operating an MDT while a vehicle is in motion, the operator will use proper care to observe traffic 

and their surroundings.  If there is a need to type on the MDT, the vehicle will first be stopped in a safe 

location. 

f. Members must maintain good officer safety techniques.  Do not allow operation of the MDT to reduce your 

situational awareness, especially in those cases where violators or suspects are present. 
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3. PROHIBITED ACTS 

a. No member shall use another person’s user ID and/or password to log on to an MDT. 

b. The MDTs will not be used to threaten or intimidate another person; to send images that contain nudity or 

images or words of a sexually suggestive nature; or to send jokes or comments that tend to disparage a 

person or group because of race, ethnic background, national origin, religion, gender, sexual orientation, 

age, verbal accent, source of income, physical appearance or agility, mental or physical disability, or 

occupation. 

c. No member shall use an MDT to access FCIC/NCIC, DAVID or any other restricted database unless that 

member has a valid, current certification from FCIC, DHSMV and/or as otherwise required. 

d. No member shall access FCIC/NCIC, DAVID or any other restricted database for other than a legitimate 

law enforcement purpose in the performance of his/her official duties.  

e. The Florida Department of Law Enforcement considers querying your own information, including for 

training and/or test purposes, to be a misuse of FCIC/NCIC.  Members shall not utilize any restricted 

database to conduct a query on themselves. 

f. No member shall disclose any information accessed via the MDT to anyone other than a sworn law 

enforcement officer and then only when such officer is acting within his/her official capacity for an 

authorized law enforcement function. 
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